
Information Security Education Day (ISED) 2021
Impact of Covid-19 on Cybersecurity



• A yearly one-day event co-organised by

• Sponsored by

• Aim: sharing each year new knowledge on a hot-topic related to security and privacy 
• Primarily targets the current and former students of the Master in Information System Security 

Management
• However, ISED also provides an ideal forum where academics and practitioners can learn about the 

different facets of a key-topic, exchange, discuss ideas, and compare experiences

ISED CONFERENCE



MISSM MASTER 

Degree: Master in Information System Security Management

Duration: 2 year part-time programme / 4 semesters (60 ECTS)

Language: English

Objective: train experienced professionals to give the skills of 
(Chief) Information Security Officer (CISO)

More information: missm.uni.lu 

https://missm.uni.lu/
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CLUSIL

• Our Values are: Collaboration | Networking | International reach

• Founded in 1996 (26th anniversary next year)

• 190+ members

• Active working-groups
• Business Continuity Management 

• Overview will be given today by Werner ANSORGE
• IoT / 5G

• Thierry GRANDJEAN from LIST
• Think-Tank CISO to develop an « Enterprise Security Model » 

• with associated maturity model 
• by combining 1st Line of Defense / ITSO and 2nd Line of Defense / CISO
• David HAGEN, Christophe MOUREY and Cédric MAUNY



A crisis … and an after crisis in view

Source: ISAC (Information Sharing and Analysis Center) of the industry sector, closed user group hosted by FEDIL with the support of the Ministry of the Economy



AGENDA (1/2)

Time Title & Speaker

9:00 Welcome and opening
Yves le Traon, Professor, University of Luxembourg
Nicolas Mayer, Senior R&T Associate at IT for Innovative Services (ITIS), LIST
Cédric Mauny, President, CLUSIL

9:15 Playing with lives: cyberattacks on healthcare are attacks on people 
Bruno Halopeau, Chief Technology Officer, CyberPeace Institute

9:45 Disinformation during a pandemic, lesson's learnt from the MISP Covid-19 community 
Alexandre Dulaunoy, Security Researcher, CIRCL

10:15 Break

10:30 Best practices applied for continuity and resilience: what went smooth 
Werner Ansorge, Business Continuity Manager, Proximus Luxembourg / Head of the BCM working 
group, CLUSIL



Time Title & Speaker

11:00 Panel discussion: : Digital transformation due to Covid-19: how security is addressed?
Moderator: Pascal Steichen

Participants:
• Stéphane Bianchin, CISO, Raiffeisen
• Eric Bedell, Chief Privacy Officer, Franklin Templeton
• Cécile Gellenoncourt, Service Line Head Supervision of Information systems and Support PFS, CSSF

12:15 Closing

AGENDA (2/2)



- Conference is recorded and will be available online

- During the roundtable, please use the chat to ask your questions to the panel

- Please stay muted during the conference and keep your camera off 

PRACTICAL INFORMATION



PANEL DISCUSSION

Digital transformation due to Covid-19: how security is addressed?
Moderator: Pascal Steichen

Participants:
• Stéphane Bianchin, CISO, Raiffeisen
• Eric Bedell, Chief Privacy Officer, Franklin Templeton
• Cécile Gellenoncourt, Service Line Head Supervision of Information systems and 

Support PFS, CSSF
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